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« Review information provided by the Federal Trade Commission on what do to if your

personal informatign has been compromised at
http://www.fte.gov/bep/edu/microsites/idtheft/.

Please know that we are faking this matter very(seriously. We regret that this all too common
crime has affected you and so many of our collepgues. Watch for more information early next

week.
~ Sincerely,

Steve Howell
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